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Protege Single Input Expander
The Protege Single Input Expander extends the number of inputs on the system by 1, allowing monitoring of a
wide range of EOL capable or open contact sensors for security and building automation purposes.

Flexible module network architecture allows large numbers of modules to be connected to the RS-485 module
network. Up to 250 modules can be connected to the Protege system in any combination to the network, over a
distance of up to 900M (3000ft). Further span can be achieved with the use of a network repeater module.

The current features of the Input Expander include:

⦁ Secure encrypted RS-485 module communications

⦁ 1 input

⦁ 4 state input alarm using resistors to provide short, alarm, closed and tamper conditions

⦁ Online and remote upgradable firmware

Installation Requirements
This equipment is to be installed in accordance with:

⦁ The product installation instructions

⦁ AS/NZS 2201.1 Intruder alarm systems

⦁ The Local Authority Having Jurisdiction (AHJ)

Installation Wiring
The Input Expander comes supplied with a 5-pin expansion connector.
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DC Power & Encrypted Module Network
The Expander incorporates encrypted RS-485 communications technology, and both module and network
power are supplied by the N+ and N- terminals.
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Connection of the communications and DC supply should be performed according to the diagram shown above.
It is important that the N+ Network Communications Power be 12VDC supplied from an independent battery
backed power supply unit capable of supplying the required voltage to all devices on the RS-485 network.

Warning:

⦁ The 12V N+ and N- Communication input must be supplied from only ONE point. Connections frommore
than one 12V supply may cause failure or damage to the unit or the device supplying network power.

⦁ The 330 Ohm EOL (End of Line) resistor provided in the accessory bag MUST be inserted between the
NA and NB terminals of the FIRST and LAST modules on the RS-485 network. These are the modules
physically located at the ends of the RS-485 network cabling.

End of LineResistors:

330R 330R

First Module on RS-485 Network Last Module on RS-485 Network

To

Next

Module

From

Previous

Module

NAN+ N- NBNAN+ N- NB

Input
The Input Expander can monitor the state of 1 input using EOL monitored or dry contact devices such as
magnetic switches, PIR motion detectors and temperature thermostats. The input may be individually
configured for normally opened and normally closed configurations with or without EOL resistors for tamper
and short condition monitoring.

When using an input with the EOL resistor configuration, the controller generates an alarm condition when the
state of an input changes between open and closed and generates a tamper alarm condition when a wire fault
(short circuit) or a cut wire (tampered) in the line occurs.

When using the EOL resistor configuration, the EOL resistor option must be enabled in the input programming
so that the tamper and short states can be monitored (for details, refer to the Inputs section in the Protege
Programming Reference Manual).
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EOL Resistor Input Configuration

ORANGEINPUT 1

0V BLACK

N.C Input Contact

N.C Tamper1K1K

Each input can use a different input configuration. To program a large number of inputs with a certain
configuration, use the multiple selection feature within the Protege software.

When using the No Resistor configuration, the Controller only monitors the opened and closed state of the
connected input device generating the (OPEN) Alarm and (CLOSED) Sealed conditions.

No EOL Resistor Input Configuration

ORANGEINPUT 1

0V BLACK
N.C Input Contact

Address Configuration
The module address is configured via programming and will require entry of the module serial number. The
serial number can be found on the identification sticker on the product.

Refer to the Protege System Controller installation manual for address programming details.
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Technical Specifications
The following specifications are important and vital to the correct operation of this product. Failure to adhere to
the specifications will result in any warranty or guarantee that was provided becoming null and void.

Ordering Information

PRT-ZX1 Protege Single Input Expander

Power Supply

Operating Voltage 11 - 14VDC

Operating Current 20mA (typical)

Communication

RS-485 Isolated Module Network

Inputs

Inputs 1

Dimensions

Dimensions (L x W x H) 7 x 18 x 20mm (0.28 x 0.71 x 0.79")

Operating Conditions

Operating Temperature -10° to 55°C (14° to 131°F)

Humidity 0%-93% non-condensing, indoor use only (relative humidity)

Mean Time Between Failures
(MTBF)

784,316 hours (calculated using RFD 2000 (UTE C 80-810) Standard)

It is important that the unit is installed in a dry cool location that is not affected by humidity. Do not locate the
unit in air conditioning or a boiler room that can exceed the temperature or humidity specifications.

Integrated Control Technology continually strives to increase the performance of its products. As a result these
specifications may change without notice. We recommend consulting our website (www.ict.co) for the latest
documentation and product information.
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New Zealand and Australia

General Product Statement
The RCM compliance label indicates that the supplier of the device asserts that it complies with all applicable
standards.
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European Standards

CE Statement
Conforms where applicable to European Union (EU) Low Voltage Directive (LVD) 2014/35/EU, Electromagnetic
Compatibility (EMC) Directive 2014/30/EU, Radio Equipment Directive (RED)2014/53/EU and RoHS Recast
(RoHS2) Directive: 2011/65/EU + Amendment Directive (EU) 2015/863.

This equipment complies with the rules, of the Official Journal of the European Union, for governing the Self
Declaration of the CE Marking for the European Union as specified in the above directive(s).

WEEE
Information on Disposal for Users ofWaste Electrical & Electronic Equipment

This symbol on the product(s) and / or accompanying documents means that used electrical and electronic
products should not be mixed with general household waste. For proper treatment, recovery and recycling,
please take this product(s) to designated collection points where it will be accepted free of charge.

Alternatively, in some countries you may be able to return your products to your local retailer upon purchase of
an equivalent new product.

Disposing of this product correctly will help save valuable resources and prevent any potential negative effects
on human health and the environment, which could otherwise arise from inappropriate waste handling.

Please contact your local authority for further details of your nearest designated collection point.

Penalties may be applicable for incorrect disposal of this waste, in accordance with your national legislation.

For business users in the European Union

If you wish to discard electrical and electronic equipment, please contact your dealer or supplier for further
information.

Information on Disposal in other Countries outside the European Union

This symbol is only valid in the European Union. If you wish to discard this product please contact your local
authorities or dealer and ask for the correct method of disposal.

EN50131 Standards
This component meets the requirements and conditions for full compliance with EN50131 series of standards for
equipment classification.

EN 50131-1:2006+A2:2017, EN 50131-3:2009, EN 50131-6:2008+A1:2014, EN 50131-10:2014, EN 50136-1:2012, EN
50136-2:2013, EN 60839-11-1:2013

Security Grade 4
Environmental Class II
Equipment Class: Fixed
Readers Environmental Class: IVA, IK07
SP1 (PSTN – voice protocol)
SP2 (PSTN – digital protocol),
SP6 (LAN – Ethernet) and DP1 (LAN – Ethernet + PSTN)

Tests EMC (operational) according to EN 55032:2015
Radiated disturbance EN 55032:2015
Power frequency Magnetic field immunity tests (EN 61000-4-8)

EN50131
In order to comply with EN 50131-1 the following points should be noted:
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⦁ Ensure for Grade 3 or 4 compliant systems, the minimum PIN length is set for 6 digits.

⦁ To comply with EN 50131-1 Engineer access must first be authorized by a user, therefore Installer codes will
only be accepted when the system is unset. If additional restriction is required then Engineer access may be
time limited to the first 30 seconds after the system is unset.

⦁ Reporting delay –Violation off the entry path during the entry delay countdown will trigger a warning
alarm. The warning alarm should not cause a main alarm signal and is not reported at this time. It can be
signaled locally, visually and or by internal siren type. If the area is not disarmed within 30 seconds, the
entry delay has expired or another instant input is violated, the main alarm will be triggered and reported.

⦁ To comply with EN 50131-1 neither Internals Only on Part Set Input Alarm nor Internals Only on Part Set
Tamper Alarm should be selected.

⦁ To comply with EN 50131-1 Single Button Setting should not be selected.

⦁ To comply with EN 50131-1 only one battery can be connected and monitored per system. If more capacity is
required a single larger battery must be used.

Anti Masking

To comply with EN 50131-1 Grade 3 or 4 for Anti Masking, detectors with a separate or independent mask signal
should be used and the mask output should be connected to another input.

I.e. Use 2 inputs per detector. One input for alarm/tamper and one input for masking.

To comply with EN 50131-1:

⦁ Do not fit more than 10 unpowered detectors per input,

⦁ Do not fit more than one non-latching powered detector per input,

⦁ Do not mix unpowered detectors and non-latching powered detectors on an input.

To comply with EN 50131-1 the Entry Timer should not be programmed to more than 45 seconds.

To comply with EN 50131-1 the Bell Cut-Off Time should be programmed between 02 and 15 minutes.

EN 50131-1 requires that detector activation LEDs shall only be enabled during Walk Test. This is most
conveniently achieved by using detectors with a Remote LED Disable input.

To comply with EN 50131-1, EN 60839-11 Security Grade 4 and AS/NZS2201.1 class 4&5 Vibration Detection for
PreTamper Alarm, protection is provided by a DSC SS-102 Shockgard Seismic vibration sensor mounted within
the system enclosure. Alarm output is provided by a pair of non-latching, N.C. (normally closed), relay contacts,
opening for a minimum of 1 second on detection of an alarm connected in series with the 24Hr tamper input (TP)
on the PSU (or any other system input designated/programmed as a 24Hr Tamper Alarm).

This relay is normally energized to give fail-safe operation in the event of a power loss. Indication of detection is
provided by a LED situated on the front cover. The vibration sensor is fully protected from tampering by a N.C.
micro switch operated by removal of the cover.

Enclosure EN-DIN-24 has been tested and certified to EN50131.

By design, the enclosures for all Integrated Control Technology products, EN-DIN-11 , EN-DIN-12 , EN-DIN-24-
ATTACK and EN-DIN-31 , comply with the EN 50131 standards. Tamper protection against removal of the cover
as well as removal from mounting is provided by tamper switch.

Warning: Enclosures supplied by 3rd parties may not be EN50131-compliant, and should not be claimed as
such.
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FCC Compliance Statements

FCC Rules and Regulations CFR 47, Part 15, Class A
This equipment complies with the limits for a Class A digital device, pursuant to Part 15 of the FCC rules.

Operation is subject to the following two conditions:

⦁ This device may not cause harmful interference.

⦁ This device must accept any interference received, including interference that may cause undesired
operation.

NOTE: THE GRANTEE IS NOT RESPONSIBLE FOR ANY CHANGES ORMODIFICATIONS NOT EXPRESSLY
APPROVED BY THE PARTY RESPONSIBLE FOR COMPLIANCE. SUCH MODIFICATIONS COULD VOID THE
USER’S AUTHORITY TO OPERATE THE EQUIPMENT.
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Industry Canada Statement

ICES-003
This is a Class A digital device that meets all requirements of the Canadian Interference Causing Equipment
Regulations.

CAN ICES-3 (A)/NMB-3 (A)
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Disclaimer andWarranty
Disclaimer:Whilst every effort has been made to ensure accuracy in the representation of this product, neither
Integrated Control Technology Ltd nor its employees shall be liable under any circumstances to any party in
respect of decisions or actions they may make as a result of using this information. In accordance with the ICT
policy of enhanced development, design and specifications are subject to change without notice.

For warranty information, see our Standard Product Warranty.
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New Zealand

4 John Glenn Ave

Rosedale

Auckland 0632

Email: sales@ict.co

Toll free: (0800) 428 111

Ph: +64 9 476 7124

USA

5265 S Rio Grande Street

Suite 201

Littleton, CO 80120

Email: ussales@ict.co

Toll free: (855) 428 911

Ph: +1 720 442 0767

Canada

6201 Highway 7

Unit 7

Vaughan, Ontario, L4H 0K

Email: cansales@ict.co

Ph: +1 647 724 3428

Australia

Building 4

39-43 Duerdin Street

Notting Hill, VIC 3168

Email: ausales@ict.co

Ph: +61 426 145 907

EMEA

Email: emeasales@ict.co

Ph: +44 1625 800078

Designers & manufacturers of integrated electronic access control, security and automation products.

Designed & manufactured by Integrated Control Technology Ltd. 
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